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We respect the privacy rights of individuals and are committed to handling
personal information responsibly and in accordance with applicable law. It is
important that you read all of this Privacy Statement (“Statement”) carefully as
it sets out how Li Xiantao(“we”, “us”, or “our” ) handles your personal
information when you use or access to the Lovify Chat: AI Partner (“App” or
“Service”).

01. Personal information we collect
The following list sets out the personal data collected by us:
 Email address and contact information.
 Username.
 Input text or uploaded pictures or images.
 Precise geolocation data.
 Behavioral usage of the App.
 Device identifiers (such as IDFA, IDFV for Android, GAID for IOS).
 The type, version, brand, language and operating system of device; the

type and operator of network (such as Mac address).

02. Purposes for collection
We have used the above-mentioned categories of personal information for the
following business purposes:
 Performing Services, including providing user service and verifying user

information.
 Undertaking activities to verify, maintain, improve, upgrade, or enhance

the quality or safety of the Services and the App.
 Detecting security incidents, protecting against malicious, deceptive,

fraudulent, or illegal activity, and prosecuting those responsible for that
activity.

 Legal compliance and assistance and exercising our legal rights.



03. Third parties the information may be disclosed to
We may disclose your personal information to the following types of entities
and in the following circumstances, where applicable:
 Third parties who provide services relating to the App on our behalf.
 Where you have provided your consent.
 In response to lawful requests by public authorities (including for tax

national security or law enforcement purposes).
 To comply with our legal obligations, including where necessary to abide

by law, or to respond to a court order, administrative or judicial process.

04. Security
We maintain appropriate safeguards to protect personal data from accidental,
unlawful, or unauthorized access. Our personnel and service providers are
required to keep personal data confidential and secure. We have a dedicated
team responsible for monitoring and responding to security events.

05. Data retention periods
Personal information will be stored in accordance with applicable laws and
kept as long as needed to carry out the purposes described in this Statement
or as otherwise required by applicable law, after which we will either delete or
anonymize it.

06. Your information rights
You may have certain rights regarding your personal information, which may
include the right to request that we:
 To request a copy of your personal information.
 To request the correction of any inaccurate or incomplete personal

information.
 To request the erasure of your personal information or the restriction of the

processing of your personal information.
 To withdraw consent you have given.

07. Third-party websites and applications
This App may link to websites that are not owned or controlled by us. As such,



this Statement does not apply to personal data collected on any third party site
or by any third party application that may link to or be accessible from the App.
This Statement does not apply to personal data collected by our business
partners, and other third parties or third party applications or services and we
are not responsible for other third parties’ privacy practice. We suggest you
read their privacy notices and terms of use carefully.
 Facebook:

www.facebook.com/privacy/policy/?entry_point=comet_dropdown
 Google Admob/Firebase: policies.google.com/privacy?hl=en
 Mintegral: www.mintegral.com/cn/privacy
 Pangle: www.pangleglobal.com/zh/privacy/partner-en
 Inmobi: www.inmobi.com/privacy-policy
 Vungle: https://liftoff.io/privacy-policy/
 Appsflyer: www.appsflyer.com/legal/privacy-policy
 Applovin/Max: www.applovin.com/privacy

08. Children
The App is not directed to or intended to be used by anyone under the age of
13. We do not knowingly collect personal data from anyone under the age of
13. If you are under 13, please do not attempt to send any personal data about
yourself to us. If we learn that we have collected personal data from a child
under age 13, we will delete that data promptly.

09. Amendment to this Statement
We reserve the right to update or change this Statement from time to time.
Please check this Statement periodically to stay informed about any updates.
You can see when this Statement was last updated by checking the “Issued”
date displayed at the top of this Statement.

10. Contact details
If you are in any doubt, or have any comments or questions about this
Statement, you may email us at: anko-ronda@outlook.com


